**REVERSION PRODUCCIÓN - {{name\_mvp}}**

**1.- ELIMINAR SECRETO DE LOS USUARIOS EN SSFT - RESPONSABLE: SECOPS**

**I. {{name\_userFT\_M}}– Namespace COS**

1. Eliminar secretos de hashicorp con el siguiente detalle:

|  |  |
| --- | --- |
| **Vault de producción** | [https://vault.lima.bcp.com.pe/](https://vaultcert.lima.bcp.com.pe/) |
| **Namespace** | **COS** |
| **Path** | **prod/ssft/servidor-{{name\_userFT\_MI}}** |

**ADJUNTAR EVIDENCIA:** **de la eliminación del secreto.**

**I. {{name\_userFT\_M}} – Namespace DevSecops**

1. Ingresar al pterminalp09, pterminalp10, pterminalp12, o pterminalp13
2. Ingresar al URL: [https://vault.lima.bcp.com.pe/](https://vaultcert.lima.bcp.com.pe/)
3. Ingresar a la herramienta Hashicorp Vault   
       **a. Method: Username (También, se puede mostrar como “userpass”)   
       b. Username: APNCPRO  
       c. Password: (credencial del usuario local APNCPRO) (Solicitar a COS el valor del secreto de “APNCPRO” que se encuentra en el Azure Key Vault “akvteu2inctp02” que está en el grupo de recurso “RSGREU2INCTPO1” en la suscripción “DTI INFINFR Servicios Compartidos”)**

**d. Seleccionar la opción “Sign in”.**

1. Eliminar secreto en Hashicorp Vault:  
       a. Ingresar al namespace **"devsecops"**  
       b. Ingresar a la opción **"Secrets"**  
       c. Ingresar al secret engine **"kv2"**  
       d. Eliminar el siguiente secreto ubicado en la ruta **prod/ssft/empresas.**

|  |  |
| --- | --- |
| **Path** | **prod/ssft/empresas** |
| **Secreto a eliminar** | **ssft-jenkins-empresa-{{name\_userFT\_MI}}** |

**ADJUNTAR EVIDENCIA:** **de la eliminación del secreto.**

**II. {{name\_userFT\_M2}}– Namespace COS**

1. Eliminar secretos de hashicorp con el siguiente detalle:

|  |  |
| --- | --- |
| **Vault de producción** | [https://vault.lima.bcp.com.pe/](https://vaultcert.lima.bcp.com.pe/) |
| **Namespace** | **COS** |
| **Path** | **prod/ssft/servidor-{{name\_userFT\_MI2}}** |

**ADJUNTAR EVIDENCIA:** **de la eliminación del secreto.**

**II. {{name\_userFT\_M2}} – Namespace DevSecops**

1. Ingresar al pterminalp09, pterminalp10, pterminalp12, o pterminalp13
2. Ingresar al URL: [https://vault.lima.bcp.com.pe/](https://vaultcert.lima.bcp.com.pe/)
3. Ingresar a la herramienta Hashicorp Vault   
       **a. Method: Username (También, se puede mostrar como “userpass”)   
       b. Username: APNCPRO  
       c. Password: (credencial del usuario local APNCPRO) (Solicitar a COS el valor del secreto de “APNCPRO” que se encuentra en el Azure Key Vault “akvteu2inctp02” que está en el grupo de recurso “RSGREU2INCTPO1” en la suscripción “DTI INFINFR Servicios Compartidos”)**

**d. Seleccionar la opción “Sign in”.**

1. Eliminar secreto en Hashicorp Vault:  
       a. Ingresar al namespace **"devsecops"**  
       b. Ingresar a la opción **"Secrets"**  
       c. Ingresar al secret engine **"kv2"**  
       d. Eliminar el siguiente secreto ubicado en la ruta **prod/ssft/empresas.**

|  |  |
| --- | --- |
| **Path** | **prod/ssft/empresas** |
| **Secreto a eliminar** | **ssft-jenkins-empresa-{{name\_userFT\_MI2}}** |

**ADJUNTAR EVIDENCIA:** **de la eliminación del secreto.**